ITMF Security Advisory Committee

Propose ITMF as Standing Committee – Group Agrees

Purpose:

Policy Analysis and Feedback
To provide critical analysis and feedback on policy frameworks and initiatives offered for comment by the CISO and the Office of the CIO or senior administration as appropriate.

Alert and Clarification
To raise questions, concerns, or gain clarity about existing policy or practice voids deemed important to local unit IT leadership, including the absence of policy, to the CISO and the Office of the CIO.

M. Blankenship Comments – How do we know how to focus our time?
{Where policy appears absent or under serving by flawed design or new information, the committee should outline the concern and elevate it to the CISO and the Office of the CIO after which the committee would anticipate written comment by CISO as to strategic relevance, priority, or need for policy creation activities to commence. This would serve to mitigate circumstances where the Security Advisory Committee is committing copious amounts of time attempting to vacuum development of a policy requiring executive (EMT) approval when the EMT is unconvinced or unaware that an effort needs to be undertaken in the first place. In short, the committee should gauge administrative institutional commitment prior to launching a policy crafting initiative.}

Enhance Campus Security Posture
To improve the information security posture of the University through idea sharing, policy and practice dissemination, and practical execution of practices, standards and initiatives in support of approved policies.

Membership (13) to include:

ITMF Member or Representatives
Faculty Rep (1-2)
Student Rep (1-2)
Corporate Rep (1-2)

Possible First Focus Areas
Privacy Policy
Incident Response Policy
AUP
Business Continuity
Wireless
Point Concerns on Existing Policy